
PRESS RELEASE 

 

30 September 2024 
            Hanwa Thailand Co., Ltd. 
 

N o t i c e  o f  t h e  R a n s o m w a r e  A t t a c k  
 
We “Hanwa Thailand Co., Ltd.” discovered the unauthorized access attack, which is believed to have 
been caused by ransomware to the servers and computers on 14 September 2024.  
We have reported the incident to THE CYBER CRIME INVESTIGATION BUREAU on 20 September 
2024 for further investigation. 
 
Our IT team immediately implemented measures such as shutting down and initializing the servers 
and computers to prevent the damage from spreading. It was also confirmed that this unauthorized 
access also caused unauthorized access to the file server. As a result of the investigation, no facts 
have been found to confirm the leakage of the files on the server, but it was confirmed that the file 
server contained files relating to business-related information provided by suppliers and internal 
information of the Company, and after analyzing the scope of the impact, we have decided to take 
measures to prevent the leakage. After analyzing the extent of the impact, we will inform the affected 
suppliers individually. 
 
We will further strengthen our network access monitoring system and authentication methods. 
  
We sincerely apologize for any inconvenience and concern this incident may cause to our customers 
and other concerned parties. 
 
In the event that any new important matters are identified in the future that should be announced, 
we will promptly disclose them. 
 
For further information, please contact 
 
IT team Hanwa Thailand 
Tel 02-343 8877 
 


